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EK®QONHXEIX AXKHXEQN ITIPOX MEAETH - 2° Mépog

1. Oewpnote To mapoakdtw tormiko diktuo (LAN) Stacuvdedepévwy self-learning switches (S1-S4). YnoBéote otL ol
Tiivakeg mpowBnong Twv switches givat apyika kevol. Kataypate tic BUpec tTwv switches otig onoleg Ba
powBOnBel KABe MOKETO OTLG OKOAOUBEG SLASOXIKES ETUKOLVWVIEG LETAEL TWV KOUPBWY TTOU cUVEEovTal oTa
switches kat 6gite mwg yepilouv pe minpodopia ol mivakeg mpowbnong.

i O A otéAvel makéto otov D.
ii. O G otéAvel takéTo otov H.
iii. O F otéAvel makéTo otov A.
iv. O | otéAvel makeTo otov G.

V. O C otéAvel TakETo otov |.

2. Oswpnote Tov akoAouBo Mpado evog SIKTUOU 6 SPOUOAOYNTWYV, LE TA KOOTN TWV YPOUUWY cUVEEGNC LETAEY
TOUG. 210 Siktuo uAomoleital alyoplBuog SpopoAdynong dtavuopdtwy anoctaocng Bellman-Ford.




i. Otav o aAyoplBuog ouykAivel, mola eival ta dtavuopata andotacng tou Spopoloynth y amo 0Aoug Toug
uTtOAoLTouG;

ii. Mol eival ta apyikd Staviouata anootacng and To Spopoloyntr v mPog OAOUG TOUC UTIOAOLITOUG;

iii. Moo mpOPAnua dnuloupyeital Katd TNV £KTEAECN TOU aAyopiBuou oOtav TMpokUTTEL amotuyia os pia
VPO oUVEECNG KL TO KOOTOG TNC AUEAVEL;

3. to oxnua Sivetal o kateuBuvopevog ypadog evog Siktou oto omolo epapudletal o ahyoplOuoc OSPF. Na
oxeblootel to 6£vrpo BpayxUtepo Movormartiol (SPF-Shortest Path First) ané tov Rec mpog 1o cUvoAo Twv SIKTUwv
N1 £wg N7 Kal va UTIOAOYLOTEL TO KOGTOC TWV AVTLOTOLYWV LLOVOTIATLWV.

4. Ocewpeiote Ta diktua TOU MApPAKATW oxApatoc. O mapoxog ISP B mapéxel SIkTuo KOPUOU OTOV APOXO
ISP A. O napoyxog ISP C mapéxet Siktuo kdpuou otov rtapoxo ISP D. Ta diktua B kal C cuvd£ovtatl og SUo
onuela (2Uvéeon 1 kat Z0vOean 2) Kal UAOTIOLOUV yLa TN HETOEL TOUG ETIKOLVWVIA TO TPWTOKOAAO BGP.
‘Eotw OtL 0 ISP A otéAvel kivnon mpog tov ISP D. O ISP B Ba emiBupoloe va SLEKTIEPALWVEL AUTH TNV
Kivnon mpog tov ISP C péow tn¢ 20vdeong 1 mou €xel pe tov ISP C (€10l wote va enwplobei o C 1o
KOOTOG TNG Kivnong péoa amod to Siktuo Tou mpokelpévou va dtdoel otov ISP D). Avtiototya o ISP C Ba
TPOTIHOUOE N Kivnon mou tou powBel o B va elo€pxeTal 0to SikTUO Tou HEoW NG ZUVOEDNC 2 TTOU €XEL
pe tov ISP B. Ti mpénel va kavel o ISP C wote va enwutloBel o B to k6oTog StEAevonG tng kivnong ar’
Aakpn o€ akpn oto 6ikTuo Tou;
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5. Oswpnote 1o napakdtw Siktuo.

1 3 1
3
H1 A D
2 4 1 2 2z X
I =
H3
—C
—
HZ

i. Nwg Ba elval o mivakag mpowBnong tou dpopoloyntr A, WOTe OAN n Kivnon n omoia £XeL TPOOPLOUO TOV
KOupo H3 va npowBeital péow tou interface 3;

ii. Mrmopeite va npoodloploete Tov nivaka mpowdnong tou SpopoAoyntn A, wate O6An n Klvnon o TIPOoEPYETAL
oo Tov KOpuPo H1 kat £xel mpooploud tov kKOpBo H3 va mpowbeital péow tou interface 3, evw 6An n kivnon
oo tov KOUPo H2 pe mpooplopd tov kOpBo H3 va mpowBeital péow tou interface 4;

6. Oewpnote éva Siktuo 4 SpopoAoynTwy, OTIOU N TpowBNoN MAKETWY paypatonoleital pe rivakeg pong (flow
tables), oL omolot dnutoupyouvvtal e xprion OpenFlow os €vav SDN controller. Ot IP §1euBUvoelg Twv SiKTuwv
ota omoia cuvdéetal kaBe Spopoloyntng paivovral oto oxAua, KaBwg emiong Kal ta interfaces Twv
Spopoloyntwv.
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YnoBéote otL eMBUpOUE va UAoToloUVTaL Ta akOAouBa 6oov adopd TNV MPowdNoN TWV TAKETWV:

=  Toa TCP nakéta mou ¢tavouv otov s2 and to 128.120/16 kat €xouv pooplouo to Siktuo 128.121/16, Ba
TPETEL va ipowBouvtat LEow TNE SLadpopnc: s2 = s1 = s3.

= To UDP makéta rou ¢ptavouv otov s2 aro to 128.120/16 kat £xouv mpooplopd to Siktuo 128.121/16, Oa
TPETEL va tpowBouvtal HEoW TNE SLadpopnc: s2 = s1 2 s4 > s3

JupmAnpwaote Toug match+action nivakeg oe kaBe €vav and Toug SpopoAoynTéG sl, s2, s3 Kal s4, £T0L WOTE va
UAOTIOLOUVTAL OL TIOPATTAVW TIOALTIKEG TTPOWONONC MAKETWV.



Oewpnote OTL KAVeTe KALK o€ kamolo URL kaBwc nepinyeiote oto WWW. H IP S1ebBuvon tou Web Server atov
omnolo Bpioketat to URL auto, dev eival cached oto pnxavnua oag, onote anatteital DNS lookup yla tnv eUpeaon
¢ IP StevBuvonc. Eotw ot xpelaletal va epwtnBolv téooeplg (4) DNS Servers mpLv To unxavnua cag AaBel ano
to DNS tn {ntolpevn IP 8telBuvon. O mpwtog DNS Server gival to tomikd DNS cache kal cuvenayetal pio RTT
(Round-Trip-Time) kaBuatépnon RTTo = 5 msec. O SgUtepog, o Tpitog kat o Tétaptog DNS Server, ol omoiot
£pwTNONKAY, £X0UV avtioTtolya xpovoug RTTs twv 31, 42, and 7 msec. Eotw otL n Web oeAida mou {ntrioape
natwvtag to URL mepléxet povo HTML keipevo kot 0Tl 0 Xpovog RTT peTagy Tou pnxavnuatog pag kol tou Web
Server elvatl RTTure = 62 msec, anmavinote ota akoAouBa epwtripata:

local DNS cache client

i, Oeswpwvtag OTL 0 Xpovog petadoong tou HTML apyelou eival apeAntéog, mOCOG XPOVOC TIEPVAEL ATO TN
OTLYHNA TIOU KAVETE KALK TAvw oto URL, péxpt wg 6tou o browser AdBeL to apyeio;

ii. YmoBéote twpa O0tL N HTML ogAida “mepléxel” 9 pikpoU pey€Boug aviikeipeva ou plogevolvtal otov iSlo
server. Qswpwvtag OTL oL XpOvoL PETASooNG gival apeAntéol, TOCOG XPOVOG TIEPVAEL ATIO TN OTLYUN TOU
KAVETE KALK Ttdvw oto URL tng oeAidog, HéXpL wg OTou OAa Ta Teplexopeva TnG oeAidag va AndBouv amd
Tov browser, Bswpwvtag otL n €kdoon tou HTTP eival non-persistent kat dev yivovtal mapdAAnieg TCP
ouVOEoELC.

iii. To 6o pe to (ii), MA@ o client eival puBulopévog wote va umootnpilel To mMoAL 5 mopdAAnAsg TCP
OUVOEDELC e non-persistent HTTP.

iv. To (60 pe 1o (ii), aAAG o client eival puBulopévog wote va umootnpilel To mMoAL 5 mopdAAnAsg TCP
ouvb£oelg pe persistent HTTP.

v. Timopatnpeite oXETIKA Le TN CUVOALKA KOBUGTEPNON (CUYKPLTLKA) OTLG TTOPOTTAVW TIEPUTTWOELG;

Aivovtat ta DNS RR’s yia kdmoto domain. AmovtroTe oTa MAPOKATW EPWTHLOTA:
i. 2emolo domain avadépovray;

ii. Mepypate TNV xpnowotnta twv SUo mpwtwv RR’s kaBwc Kal To IePLEXOUEVO TOUC.
iii. Kamowa amo tig eyypadég sivat AdBog. Evromniote tnv kat meplypate to Aabog.

ccslab.aueb.gr. IN NS hermes.aueb.gr.
ccslab.aueb.gr. IN MX 10 moria.ccslab.aueb.gr.
silmaril.ccslab.aueb.gr. IN A 195.251.252.100
valar.ccslab.aueb.gr. IN A 195.251.252.117
WwWw IN CNAME moria.ccslab.aueb.gr
diktya-msc IN CNAME 195.251.252.110
lexmark.ccslab.aueb.gr. IN A 195.251.252.121
router.ccslab.aueb.gr. IN A 195.251.252.126



9. OfMNoupe va eykataotiooupe €lkovikd LANs (VLANs) cUpdwva pe To oxNuaL.
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i. Av ayvonooupe tnv emAoyn ekxwpnong &vog «xpwpatoc» VLAN oe kaBe SievBuvon erunédou 3 (Layer 3—
based VLANSs), mola Ba Atav n emAoyr oag HETAEU TNG eKxwpnong evog «xpwpatos» VLAN os kdBe Bupa
(port—based) kat tng exxwpnong evog «xpwpatoc» VLAN oe kdBe SievBuvon MAC (MAC address—based
VLAN) kat yiati;

ii. Avto PC7 avti va cuvbdéctal otov oudalod (hub), ocuvdeBel kateuBeiav oto petaywyéa 2 (Switch 2), aAhalel
KatL otnv amavtnon (i); E¢nyeiote.

10. Oswpnote To mMapakATw SikTuo TO omoio mepAapBavel 4 IPv6 subnets, cuvdedepéva péow SpopoAoyntwy
OLYwE IPV6 (pe pmAe xpwpa), Spopoloyntwy aplyws IPv4 (pe KOKKLVO Xpwia) Kot uBpldikwy dpopoloyntwyv
IPv6/IPv4 (urAe kot KOKKLVO xpwpa ota IPv4 interfaces).
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‘Eotw OTL évag host tou subnet F BéAeL va oteihel €va IPv6 datagram oe éva host Tou subnet B. Qswpnote oTL N

npowBnon twv datagrams petof Twv dUo hosts akoAouBei tn Stadpoun:
F>b>d>c>B

ATOVTIOTE 0TI AKOAOUBEC EpWTNOELC:

i. To datagram mou mpowBeitat and tov F = b givat IPv4 fj IPv6 datagram;

ii. Mol elval n dtevBuvon mnyng (source address) kat mota n StevBuvon mpoopLopoL (destination address)
oto datagram ano tov F 2 b;

iii. To datagram amo tov F = b evowpatwvel kamnoto datagram; Av vay, mota ivat n StevBuvon mnyng Kat
niota n SlebBuvon poopLopol Tou eVowUaTwUEVOU datagram;

iv. To datagram mou npowBsitat ard tov b = d sivat IPv4 f IPv6 datagram;



Vi.

Vil.

viii.

Xi.

Xii.

Mowa eival n teBuvon mnync (source address) kal mota n StebBuveon mpooplopou (destination address)
oto datagram anto tovb = d;

To datagram amo tov b = d evowpatwvel kamoto datagram; Av vay, rota eival n StelBuveon mnyRg Kot
niota n SleuBuvon MpoopLopol Tou EVowUOTWLEVOU datagram;

To datagram mou mpowBeitat amno tov d = ¢ eival IPv4 1| IPv6 datagram;

Mowa eival n teBuvon mnync (source address) kal mota n StebBuvon mpooplopou (destination address)
oto datagram ano tovd = c;

To datagram amo tov d = ¢ evowpotwvel kamolo datagram; Av vay, mota ivat n StebBuveon mnyng Ko
nota n SleuBuvon MpoopLopol Tou EVowUOTWEVOU datagram;

To datagram mou mpowBeitat arnod tov ¢ = B ivat IPv4 1} IPv6 datagram;

Mola gival n dtevBuvon mnyncg (source address) kat mota n dtevBuvon nmpooplopov (destination address)
oto datagram amoé tov ¢ = B;

To datagram amndé tov ¢ 2 B evowpatwvel kamolo datagram; Av val, mola eivat n StevBuveon mnyng Kot
mola n 81evBuvon MPOOoPLOUOU TOU EVOWUATWHEVOL datagram;

xiii. Molog dpopoAoyntn¢ ival n “eicodoc otn onpayya” (tunnel) kat olog n “é€odog otn onpayya”;
Xiv. MoLo MPWTOKOAAO EVOWUATWVEL TO GAAO, TO IPV4 1) TO IPV6;



